Identification and Management of Risk
An important step in the strategic planning process is the identification and management of risks to the University and the department. Some of these risks will have already been identified as Threats during the SWOT analysis. However, identification is not enough and departments are also responsible for determining what mitigating activities are necessary to manage these risks and who is accountable for the mitigating activities. A risk management strategy is an essential element of strategic planning. Each year, Carleton conducts a risk assessment that focuses on entity-wide and activity level risk where the financial loss to the University is estimated to be greater than $250,000 or had a moderate impact to the health, safety, reputation or other non-quantifiable negative outcome to the University. The general approach to risk assessment involves three steps: identification of risks; analysis of risks identified in terms of estimating their significance and assessing the likelihood of occurrence; and reporting on action taken or that is required to manage the identified risks. This assessment excludes risks that are covered by property and liability insurance policies. 

In the summer of 2008, Internal Audit and Advisory Services used this process to produce the University Risk Register. This Risk Register, which has been sent to all managers, should be reviewed as part of your annual planning activity to understand these risks and to identify what you consider to be additional risks. 

	University Risk Identification (risk identified per the University Risk Register)

	Identify any risks, or any opportunities which you think ought not to be missed, that could have an impact upon delivering and achieving the objectives of the University’s Strategic Plan.  These risks and opportunities could relate to:  strategic intentions, and current and future projects and initiatives. 

	Risk / Opportunity

(description and associated factors)
	Significance (Impact)

Low, Medium or High
	Likelihood (Probability)

Low, Medium or High
	Management Controls currently in place
	Management Controls required

	1.
	
	
	
	

	2.
	
	
	
	

	3..
	
	
	
	


Once you have reviewed the Risk Register, it is important to identify any risks that are more specific to your department. Identify those risks that could have an impact upon delivering and achieving your objectives and determine the implications for your departmental plan(s).  These risks and opportunities could relate to: strategic intentions, current and future projects and initiatives, and day-to-day activities, and risks for which you will have identified as part of your situational analysis exercise.  
	Departmental Risk Identification

	

	Risk / Opportunity

(description and associated factors)
	Significance (Impact)

Low, Medium or High
	Likelihood (Probability)

Low, Medium or High
	Management Controls currently in place
	Management Controls required

	1.
	
	
	
	

	2.
	
	
	
	

	3.
	
	
	
	


Budget Implications

You should then evaluate the implications for your area of responsibility of whether you can operate within budgeted amounts.  This analysis should include both risks and opportunities that relate to the plans at your departmental level and those that may have an impact at the institutional level (which may appear on the University Risk Register). You need to determine whether resources and mitigating strategies are appropriately allocated based on the level of risk and desired level of effectiveness.

	Resources (                                )Requirements

	Identify actions required to manage the risks identified as high and the resource implications of these actions where these are not included in the budget submitted.

	Risk/Opportunity
	Management controls or actions to manage risk. 
	Resource implications (that are not otherwise included in the budget submitted)



	1.
	
	

	2.
	
	

	3.
	
	


Other Areas of Concern

You should also document particular areas within your unit or on campus which you currently have a concern about? (e.g. controls/process that broke down, policies that did not work, changes to the internal/external environment, etc) If so please explain. Are there any controls/processes that should be revised or put into place.
