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• Create draft budget early on to ensure 
 that the split of HQP support across 
 NSERC and Mitacs accurately reflects

both funders' requirements
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$30K
Industry

Cash

$30K
Mitacs

$60K
(4 units)

$30K
Industry 

Cash

$60K
NSERC

$90K
Per Year
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https://www.nserc-crsng.gc.ca/OnlineServices-ServicesEnLigne/Index_eng.asp


•

•

•

•

•

•

•



•

•

•

•



New Research Security Updates  for 
NSERC funded projects
Carleton University
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• “In accordance with the Sensitive Technology Research and Affiliations of Concern 

(STRAC) Policy, grant applications submitted by a university or affiliated research 

institution to the federal granting agencies and the Canada Foundation for Innovation 

involving research that aims to advance a Sensitive Technology Research Area will not 

be funded if any of the researchers involved in activities supported by the grant are 

currently affiliated with, or in receipt of funding or in-kind support, from a Named 

Research Organization.

The federal granting agencies are implementing the STRAC Policy in a harmonized 
manner, to funding opportunities that launch as of May 1, 2024.” The requirements will 
not apply retroactively to previously awarded grants.

• For clarity, the STRAC policy applies to NSERC-Mitacs Joint funding applications 

submitted to NSERC after May 1st, 2024. 

NSERC updates shared with Carleton as of April 24th, 2024

https://can01.safelinks.protection.outlook.com/?url=https%3A%2F%2Fscience.gc.ca%2Fsite%2Fscience%2Fen%2Fsafeguarding-your-research%2Fguidelines-and-tools-implement-research-security%2Fpolicy-sensitive-technology-research-and-affiliations-concern&data=05%7C02%7CAlishaSeguin%40CUNET.CARLETON.CA%7C6e2dc2cc011942a0997c08dc686e770e%7C6ad91895de06485ebc51fce126cc8530%7C0%7C0%7C638500070866079776%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C0%7C%7C%7C&sdata=oOupVAhMKIgB9Diwz8hh7CRe3Sl0YU37oBcVfjgxuec%3D&reserved=0
https://can01.safelinks.protection.outlook.com/?url=https%3A%2F%2Fscience.gc.ca%2Fsite%2Fscience%2Fen%2Fsafeguarding-your-research%2Fguidelines-and-tools-implement-research-security%2Fpolicy-sensitive-technology-research-and-affiliations-concern&data=05%7C02%7CAlishaSeguin%40CUNET.CARLETON.CA%7C6e2dc2cc011942a0997c08dc686e770e%7C6ad91895de06485ebc51fce126cc8530%7C0%7C0%7C638500070866079776%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C0%7C%7C%7C&sdata=oOupVAhMKIgB9Diwz8hh7CRe3Sl0YU37oBcVfjgxuec%3D&reserved=0
https://can01.safelinks.protection.outlook.com/?url=https%3A%2F%2Fscience.gc.ca%2Fsite%2Fscience%2Fen%2Fsafeguarding-your-research%2Fguidelines-and-tools-implement-research-security%2Fsensitive-technology-research-areas&data=05%7C02%7CAlishaSeguin%40CUNET.CARLETON.CA%7C6e2dc2cc011942a0997c08dc686e770e%7C6ad91895de06485ebc51fce126cc8530%7C0%7C0%7C638500070866090680%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C0%7C%7C%7C&sdata=%2BaTSJGTl%2FuuOWqWnr9Zu9HHdGB2mUDbPMK5lf6JGWEA%3D&reserved=0
https://can01.safelinks.protection.outlook.com/?url=https%3A%2F%2Fscience.gc.ca%2Fsite%2Fscience%2Fen%2Fsafeguarding-your-research%2Fguidelines-and-tools-implement-research-security%2Fnamed-research-organizations&data=05%7C02%7CAlishaSeguin%40CUNET.CARLETON.CA%7C6e2dc2cc011942a0997c08dc686e770e%7C6ad91895de06485ebc51fce126cc8530%7C0%7C0%7C638500070866101352%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C0%7C%7C%7C&sdata=s7buOn9jndMXKjZQoOEb93uAapALqMM1VjvusLTqpQk%3D&reserved=0
https://can01.safelinks.protection.outlook.com/?url=https%3A%2F%2Fscience.gc.ca%2Fsite%2Fscience%2Fen%2Fsafeguarding-your-research%2Fguidelines-and-tools-implement-research-security%2Fnamed-research-organizations&data=05%7C02%7CAlishaSeguin%40CUNET.CARLETON.CA%7C6e2dc2cc011942a0997c08dc686e770e%7C6ad91895de06485ebc51fce126cc8530%7C0%7C0%7C638500070866101352%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C0%7C%7C%7C&sdata=s7buOn9jndMXKjZQoOEb93uAapALqMM1VjvusLTqpQk%3D&reserved=0


NSERC updates continued

Please consult the STRAC policy guidelines to determine whether the policy applies to 

your research. Eleven STRAC categories have been identified:

1. Advanced Digital Infrastructure Technology

2. Advanced Energy Technology

3. Advanced Materials and Manufacturing

4. Advanced Sensing and Surveillance

5. Advanced Weapons

6. Aerospace, Space and Satellite Technology

7. Artificial Intelligence and Big Data Technology

8. Human-Machine Integration

9. Life Science Technology

10. Quantum Science and Technology

11. Robotics and Autonomous Systems

New Guidelines apply if project will advance a technology in the above areas
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https://science.gc.ca/site/science/en/safeguarding-your-research/guidelines-and-tools-implement-research-security/policy-sensitive-technology-research-and-affiliations-concern
https://science.gc.ca/site/science/en/safeguarding-your-research/guidelines-and-tools-implement-research-security/sensitive-technology-research-areas


• Researcher’s holding named roles on funding applications are asked to complete the 

new Attestation for Research Aiming to Advance Sensitive Technology Research 

Areas Form to identify any current affiliations with a Named Research Organization 

• Please contact your research facilitator for support completing the new attestation 

form.

• Funding pause: There is a temporarily pause in place for NSERC Alliance, starting 

on April 26 at 12:00pm EDT, to update the online system to support the new 

requirements. Applicants will be able to submit their Alliance applications 

starting May 3, 2024.

What does this mean for rolling intake funding opportunities, 
such as Alliance?

https://www.nserc-crsng.gc.ca/InterAgency-Interorganismes/RS-SR/_doc/Attestation_e.pdf
https://www.nserc-crsng.gc.ca/InterAgency-Interorganismes/RS-SR/_doc/Attestation_e.pdf
https://science.gc.ca/site/science/en/safeguarding-your-research/guidelines-and-tools-implement-research-security/named-research-organizations
https://carleton.ca/coris/faculty-research-facilitators/
https://ebiz.nserc.ca/nserc_web/nserc_login_e.htm


• As per the National Security Guidelines for Research Partnerships (NSGRP), 
which have been in place since 2021, applicants are asked to submit a 
completed Risk Assessment Form alongside their NSERC proposal for projects 
involving a partnership with an Industry Partner.

• This requirement applies to the NSERC-Mitacs Joint funding program

• For Joint NSERC-Mitacs proposals, please contact your research facilitator for 
support in completing the Risk Assessment Form early-on in the process.

• Tip- Please answer the research security questions consistently in both the Mitacs 
and NSERC application forms so that the joint proposal will be processed smoothly 
by both funding agencies.

No changes to NSERC Risk Assessment Form

https://science.gc.ca/site/science/en/safeguarding-your-research/guidelines-and-tools-implement-research-security/national-security-guidelines-research-partnerships/national-security-guidelines-research-partnerships-risk-assessment-form
https://carleton.ca/coris/faculty-research-facilitators/


• There are two new questions included in the Research Funding checklist in 
CuResearch

1. Does the proposal involve work advancing a Sensitive Technology Research Area, 
as outlined by the Government of Canada’s Policy on Sensitive Technology 
Research and Affiliations of Concerns? (yes or no)

2. Are any of the team members involved in the proposal affiliated with, or receiving 
funding or in-kind support from a university, research institution or laboratory on 
the Named Research Organizations List?

New questions are intended to flag projects where additional support may be required

Update to the CuResearch Checklist

https://ovpri.research.carleton.ca/Romeo.Researcher/(S(5sjn03ezq1bt4axo1vgo4tuj))/Login.aspx?ReturnUrl=%2fRomeo.Researcher%2f


• Mitacs Business Development Advisor (for Carleton): Anastasiya Boika

• NSERC Proposal Resource Contact (Research Facilitators): Faculty 

Research Facilitators

• NSERC Resource Contact (IPS): Jenna Pepper

• Mitacs Resource Contact (IPS): Alisha Seguin

• Director of Research Security and Risk: Jessica Adam 

Carleton Contacts

mailto:aboika@mitacs.ca)
https://carleton.ca/coris/faculty-research-facilitators/
https://carleton.ca/coris/faculty-research-facilitators/
https://carleton.ca/ips/people/jenna-pepper/
https://carleton.ca/ips/people/alisha-seguin/
https://carleton.ca/ips/people/jessica-adam/
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